# I Về lý thuyết

## Giao thức cổng đường biên là gì? What is Border Gateway Protocol

<https://aws.amazon.com/what-is/border-gateway-protocol/#:~:text=Border%20Gateway%20Protocol%20(BGP)%20is,%2C%20devices%2C%20and%20communication%20technologies>.

Giao thức cổng đường biên (BGP) là một tập hợp các quy tắc xác định những tuyến mạng tốt nhất để truyền dữ liệu trên Internet. Internet bao gồm hàng nghìn mạng riêng, công cộng, của công ty và của chính phủ được liên kết với nhau thông qua các giao thức, thiết bị và công nghệ giao tiếp được chuẩn hóa. Khi bạn duyệt Internet, dữ liệu sẽ di chuyển qua nhiều mạng trước khi đến đích. Trách nhiệm của BGP là xem xét tất cả các đường dẫn sẵn sàng truyền dữ liệu và chọn tuyến tốt nhất. Ví dụ: Khi một người dùng ở Hoa Kỳ tải một ứng dụng có máy chủ gốc ở châu Âu, BGP sẽ giúp hoạt động giao tiếp đó diễn ra nhanh chóng và hiệu quả.

## What is jiter

<https://www.gearupbooster.com/vi/blog/what-is-jitter-in-networking.html>

Các gói dữ liệu thường được ngăn cách đều đặn trong một khoảng thời gian định trước. Khi có sự dao động hoặc "thay đổi độ trễ của gói" khi truyền một trong các gói dữ liệu này qua kết nối mạng của bạn, điều này dẫn đến hiện tượng giật hình mà bạn có thể nhận thấy trong cuộc gọi VoIP hoặc cuộc họp video dưới dạng âm thanh hoặc video chậm hoặc các biến dạng khó chịu khác.

Để đưa nó vào một định nghĩa, Jitter là độ lệch của tính chu kỳ của tín hiệu hoặc sự kiện định kỳ so với mục tiêu hoặc tần số thực của nó. Jitter cũng được sử dụng trong viễn thông để mô tả sự dao động về độ trễ của các gói cung cấp dữ liệu âm thanh hoặc video thông qua kết nối truyền thông.

Jitter thường bị nhầm lẫn với độ trễ, vì vậy hãy cùng nêu ra sự khác biệt. Jitter là sự thay đổi về lượng thời gian cần thiết để một gói dữ liệu di chuyển qua mạng. Các gói dữ liệu bị dừng trên đường đến người nhận do tắc nghẽn mạng. Chúng sẽ xuất hiện trong các khoảng thời gian ngẫu nhiên, giống như âm thanh bị rè trong cuộc gọi hoặc hiển thị dưới dạng video pixel trong cuộc gọi điện video. Mặt khác, độ trễ là thời gian cần thiết để một gói dữ liệu di chuyển qua mạng. Với độ trễ, toàn bộ quá trình truyền hoàn chỉnh, các bit và các mảnh, sẽ đến muộn hơn dự kiến.

## 3 what is IpSec ( Vpc support protocol security ‘ipSec’)

Link: <https://aws.amazon.com/vi/what-is/ipsec/#:~:text=IPSec%20l%C3%A0%20h%E1%BB%87%20th%E1%BB%91ng%20c%C3%A1c,c%C6%B0%E1%BB%9Dng%20b%E1%BA%A3o%20m%E1%BA%ADt%20giao%20th%E1%BB%A9c>.

-Amazon supports Internet Protocol Security (IPSec) VPN connections. Data transferred between your VPC and datacenter routes over an encrypted VPN connection to help maintain the confidentiality and integrity of data in transit. An internet gateway is not required to establish an AWS Site-to-Site VPN connection.

IPSec là hệ thống các quy tắc hoặc giao thức truyền thông dùng để thiết lập kết nối an toàn qua một mạng. Giao thức Internet (IP) là tiêu chuẩn phổ biến giúp xác định cách dữ liệu truyền qua Internet. IPSec bổ sung khả năng mã hóa và xác thực để tăng cường bảo mật giao thức. Ví dụ: IPSec xáo trộn dữ liệu tại nguồn và khôi phục dữ liệu bị xáo trộn tại đích của giao thức này. IPSec cũng xác thực nguồn dữ liệu.

## 4 what is dual home instance (VPC)

A Host or Virtual machine with more than one network interfaces is called dual-homed Instance. A dual-homed instance is a system fitted with two network interfaces (NICs) that sits between an untrusted network (like the Internet) and trusted network (such as a corporate network) to provide secure access.

## 5. What is proxy protocol ( Loadbanlacer)

<https://www.google.com/search?q=wwhat+is+proxy+protocol&oq=wwhat+is+proxy+protocol&gs_lcrp=EgZjaHJvbWUyBggAEEUYOTILCAEQABgNGBMYgAQyCwgCEAAYDRgTGIAEMgoIAxAAGBMYFhgeMgoIBBAAGBMYFhgeMgoIBRAAGIAEGKIEMgoIBhAAGIAEGKIEMgcIBxAAGO8FMgcICBAAGO8F0gEIODkwNWowajeoAgCwAgA&sourceid=chrome&ie=UTF-8>

Proxy protocol is an internet protocol used to carry connection information from the source requesting the connection to the destination for which the connection was requested. Elastic Load Balancing uses proxy protocol version 1, which uses a human-readable header format.

## 6. Limit params of AWS

<https://docs.bitnami.com/aws/faq/get-started/understand-limits/#:~:text=static%20IP%20addresses.-,EC2%20Instances,up%20on%20your%20AWS%20account>.

Link detail:

<https://docs.aws.amazon.com/organizations/latest/userguide/orgs_reference_limits.html#:~:text=Limit%20increases%20can%20be%20granted,the%20default%20of%2010%20accounts>.

### Max have 20 EC2 in all account with in a region. Request more need create new request

### By default, AWS sets a limit of 5 static IP addresses per region. This includes IP addresses unassigned and currently assigned to a server.To increase IP addresses limit, [request a higher limit](http://aws.amazon.com/contact-us/eip_limit_request/) by providing information about the new limit and regions where it should be applied.

### The AWS default limit for all snapshots is 10000 snapshots per region.To increase the number of snapshots allowed, [contact AWS Support](https://aws.amazon.com/contact-us/) and request a higher limit.

* Max 10 account for org

## 7. What is Subject Alternative Name san?

The Subject Alternative Name (SAN) is an extension to the X. 509 specification that allows users to specify additional host names for a single SSL certificate. The use of the SAN extension is standard practice for SSL certificates, and it's on its way to replacing the use of the common name.

## 8. What is Server Name Indication (SNI) ?

Server Name Indication (SNI) is an extension to the TLS protocol that is supported by browsers and clients released after 2010. If you configure CloudFront to serve HTTPS requests using SNI, CloudFront associates your alternate domain name with an IP address for each edge location.

* Server Name Indication, often abbreviated SNI, is an extension to TLS that allows multiple hostnames to be served over HTTPS from the same IP address.

## 9. Database Clustering là gì?

Link: <https://topdev.vn/blog/database-clustering-la-gi-khi-nao-nen-su-dung/>

## 10. Một số note trong sách

### S3

- create bucket is private deafult

- . Bucket names can contain up to 63 lowercase letters, numbers, hyphens, and periods

- Objects can range in size from 0 bytes up to 5TB, and a single bucket can store an unlimited number of objects

- Each object consists of data (the file itself) and metadata (data about the file). The data portion of an Amazon S3 object is opaque to Amazon S3. This means that an object’s data is treated as simply a stream of bytes—Amazon S3 doesn’t know or care what type of data you are storing, and the service doesn’t act differently for text data versus binary data. The metadata associated with an Amazon S3 object is a set of name/value pairs that describe the object.

- Amazon S3 scales automatically, but for request rates over 100 GETS per second, it helps to make sure there is some randomness in the key space. Replication and logging will not affect performance or scalability. Using sequential key names could have a negative effect on performance or scalability.

- Amazon Glacier Is frequently erased within 90 days. Data is stored in encrypted archives that can be as large as 40TB. Archives typically contain TAR or ZIP files (a archives = 40TB), need 3-5 hours to restore

- Amazon Glacier can be used as a standalone service and as an Amazon S3 storage class.

EC2

# II.Questions

## 2.1. Elastic Load Balancing supports which of the following types of load balancers? (Choose 3 answers)

* Internet-facing
* Internal
* Hypertext Transfer Protocol Secure (HTTPS) using Secure Sockets Layer (SSL)